
 
    

Privacy Policy 
 

 
1. OVERVIEW  
 
This Privacy Policy describes how Datex Inc. ("Datex") treats information that it collects and receives related to your use of Datex 
products or services, including but not limited to DataStealth ("Solutions").  
 
2. INFORMATION COLLECTION AND USAGE  
 
As part of the onboarding process for Datex Solutions, you will be asked to provide certain information about your company for the 
purpose of Datex; 

a) delivering a Solution, or 
b) supporting a Solution, or 
c) contacting our customers, or 
d) communicating for marketing or other purposes. 

 
Information will include, but not be limited to, personally identifiable information, billing information, payment information, user 
names, and passwords (“Account Information”). Account Information is necessary for us to identify authorized users and to 
communicate with you regarding the use of Datex Solutions. Our primary goal in collecting information is to provide and improve our 
interactions with our customers. 
 
In addition to Account Information, Datex collects a number of performance and utilization metrics for Datex Solutions (“Usage 
Information”).  This Usage Information may include such things as logs, number of requests, response times, CPU load, disc space, 
network utilization, and other information.    
 
Datex may also collect other information during the course of our relationship that does not include any personally identifiable 
information (“Other Information”). The Datex Non-Disclosure Agreement, if applicable, shall govern the use of Other Information. 
 
3. INFORMATION SHARING AND DISCLOSURE  
 
Datex will not share Account Information, Usage Information, Confidential Information, Data or Other Information collected by Datex 
with any third parties unless you have consented to the disclosure in writing, or in the event Datex believes the disclosure is 
necessary; 

a) to comply with the law or with legal process; or 
b) to protect and defend our rights and property; or 
c) to protect our customers or users, including from misuse or unauthorized use of Solutions; or  
d) to protect the safety or property of our employees, customers, users or others. 

 
Notwithstanding the above, Datex may, upon receiving the prior written consent of Licensee, disclose or transfer Account 
Information, Usage Information, or Other Information; 

a) to business or channel partners, or 
b) to corporate affiliates; or 
c) to third party vendors, but only when required to provide services to Datex that are directly related to your use of Datex or 

Solutions; or  
d) to an acquirer in connection with the sale of the business or assets of Datex.  

 
Datex will require that any third-party entity that receives any Account Information, Usage Information, or Other Information from 
Datex to; 

a) enter into a Non-Disclosure Agreement with Datex; and 
b) limit the use and disclosure of your information to the purposes for which it was provided.  

 
Datex may use the e-mail addresses listed in your Account Information to send communications about Datex, Datex Solutions, or 
other offers or notices that we deem pertinent or reasonable. Datex customers shall at all times have the right to unsubscribe from a 
particular email, however the choice to unsubscribe does not apply to the receipt of mandatory service communications that are 
considered part of certain Solutions. 
 
 
 



4. SECURITY  
 
Datex has invested considerable resources to obtain and maintain physical, electronic, cyber, and procedural safeguards to protect 
the loss, misuse, and/or alteration of Account Information, Usage Information, Confidential Information, Data and Other Information 
under our control. Account Information, Usage Information, Confidential Information, Data and Other Information that is collected by 
Datex is stored in a secure manner within Canada that is only accessible only by authorized Datex employees, and is only 
disclosed under the provisions of this Privacy Policy and the EULA. Datex limits access to Account Information, Usage Information, 
Confidential Information, Data and Other Information to Datex employees who require that information to provide service to our 
customers.  
 
5. INTERNATIONAL STORAGE 
 
Unless specified otherwise, Datex reserves the right to transfer Account Information, Usage Information, or Other Information under 
our control to computers located outside of your state, province, country or other governmental jurisdiction where the privacy laws 
may not be as protective as those in your jurisdiction, pursuant to applicable legislation in the Country of origin of the information. 
 
6. ACCESS AND REMOVAL OF PERSONAL INFORMATION  
 
To remove Account Information, Usage Information, Confidential Information, Data or Other Information from Datex, or if you would 
like to access the information that has been collected by Datex, please contact Datex using the contact information provided below.  
 
7. MODIFICATION OF PRIVACY POLICY  
 
Datex reserves the right, at our sole discretion, to change, update or modify this Privacy Policy at any time by publishing such 
change, update or modification on Datex’ website(s). Any such change, update or modification will be effective immediately upon 
Datex publishing such change. Your continued use of any Datex Solution, following the posting of modifications to our Privacy 
Policy, will mean that you have accepted those modifications. 
  
8. CONTACT US  
 
If you have any questions or comments regarding this Privacy Policy or our information collection practices, please contact Datex 
by sending an email to info@datexdatastealth.com or by mail to; Datex Inc., 5520 Explorer Drive, Suite 202, Mississauga ON L4W 
5L1. 
  

 


